
Data Privacy Consent Notice 
 

The Public Attorney’s Office (PAO) collects, stores and processes personal information of its clients 
from the time the concerned client seeks legal services from the PAO, during the course of legal assistance 
and representation and leading up to finality and execution of the case. This includes: 
 

(1) Contact information, such as name, spouse’s name, address, phone number and e-mail address; 
(2) Personal information, such as age, sex, civil status, citizenship, religion, educational attainment, 

language/dialect, disability, employment, etnicity, net income, and other personal information; and    
(3) Case information such as date and place of detention, nature, cause and facts of the case, involved 

parties, case development and other information pertinent to the case.  
 

The above information is necessary in order to determine the qualification of a prospective client for the 
free legal assistance of PAO, and for continuous, effective and efficient rendition of legal service.  
 

The interview sheet and other documents to be submitted by the client will form part of the record of 
the case/client folder. The information will likewise be transcribed and kept in digital format for efficient 
record keeping, retrieval, and updating. It will be stored in accordance with the PAO records inventory and 
records disposition schedule, and for as long as necessary to render the required legal assistance, reporting 
and monitoring purpose.  It shall not be amended without prior notice to the client. 
 

The information to be provided by the client is covered by the attorney-client privilege in so far as they 
pertain to the case, and given in confidence during the course of professional employment.  They may only 
be divulged upon consent of the client, when required by law or by judicial action. Only the handling and 
reviewing lawyers, secretarial staff in charge of the case, PAO officials and other authorized personnel may 
have access to the personal information of the client. However, disclosure in pleadings, motions and other 
court documents may be made when necessary to advance the cause of the client, protect an interest or 
right, or put up a legal defense. For this purpose, the client consents to the use of personal information as 
may be deemed necessary by the PAO in order to provide adequate and competent legal assistance, and 
in compliance with monitoring and reportorial requirements.  
 

The client has the right to reasonable access to, upon demand, the following: 

(1)   Contents of one’s own personal information that were processed; 
(2)   Sources from which personal information were obtained; 
(3)   Names and addresses of recipients of the personal information; 
(4)   Manner by which such data were processed; 
(5)   Reasons for the disclosure of the personal information to recipients; 
(6)   Information on automated processes where the data will or likely to be made as the sole basis for 

any decision significantly affecting or will affect the data subject; 
(7)   Date when the personal information of the concerned client was last accessed and modified;  
(8)   The designation, or name or identity and address of the PIC; 
(9)    Dispute the inaccuracy or error in the personal information and have the PIC correct it immediately 

and accordingly, unless the request is vexatious or otherwise unreasonable; 
(10) Suspend, withdraw or order the blocking, removal or destruction of one’s own personal information 

from the PIC’s filing system upon discovery and substantial proof that the personal information are 
incomplete, outdated, false, unlawfully obtained, used for unauthorized purposes or are no longer 
necessary for the purposes for which they were collected;  

(11) Be indemnified for any damages sustained due to such inaccurate, incomplete, outdated, false, 
unlawfully obtained or unauthorized use of personal information; and  

(12) To file a complaint before the National Privacy Commission for violation of the the provisions of 
R.A. No. 10173 or the Data Privacy Act of 2012. 

 
The PAO shall protect the data provided by the client in compliance with the Data Privacy Law of 2012 

and its implementing rules and regulations, thru its personal information controllers (PIC) found in the 
various services, regional and district offices. 

For inquiries, you may contact Atty. Revelyn Ramos-Dacpano, Data Protection Officer, at 8-929-9436.   


